
 
 
 
 
 
 
 
 

Security Statement  
 

 
Kuehne+Nagel is committed to protecting the company’s employees, infrastructures, 
information, reputation, and customer assets from any potential threats.  
 
Our security policies are guided by the company’s values, code of conduct, and 
supply chain security standards, which direct how we operate.  
 
Our primary security principles and initiatives include the following: 
 

▪ We require professionalism and integrity from all employees, partners, and suppliers 
to take responsibility for the security aspects of the company’s business conduct. 

▪ We conduct threat analysis and risk evaluations of our services, locations, and 
business environments. 

▪ We establish and ensure that security requirements and procedures are seamlessly 
integrated with business activities covering recruitment, customer set-up, contract, 
information, and physical security requirements, and more. 

▪ We fully comply with regulatory requirements, government, and industry-sponsored 
security partnerships such as ISO28001, AEO, C-TPAT, BASC, TAPA and others. 
We ensure security measures and procedures are maintained at the highest levels. 

▪ We establish and implement appropriate training courses to keep employees and 
others aware of the security requirements of the company and their tasks. 

▪ We require that all incidents be reported and that investigations are performed with 
corrective actions taken where applicable to mitigate security risks. 

▪ We develop new customer solutions to ensure information, cargo, and infrastructure 
security fully meet our supply chain requirements. 

 
By doing so, we are committed to becoming the most trusted supply chain partner supporting 
a sustainable future.  
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